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1. Kontext

Die DSGVO arbeitet mit unbestimmten Rechts-
begriffen und Abwagungsklauseln in zentralen
Erlaubnistatbestanden. Dies fiihrt dazu, dassin
der Praxis verstarkt auf das Instrument der Ein-
willigung gesetzt wird. Damit obliegt es in erster
Linie den Betroffenen selbst, sich gegen Risiken
bei der Verarbeitung von personenbezogenen
Daten zu schutzen.

Die ,informierte Einwilligung” ist allerdings
vielfach nicht mehr als eine Fiktion. Aufgrund
von Entscheidungsermudung und Informa-
tionsUberlastung konnen und wollen Betroff-
ene haufig keine informierten Entscheidungen
treffen (s. Reformvorschlag der Arbeitsgrupe
‘Der Consent-Fatigue entgegenwirken”). Die
Legitimationswirkung der Einwilligung ist daher
beschrankt. In besonders grundrechtssensi-
blen Bereichen sollte der Gesetzgeber daher
entscheiden, welche Datenverarbeitungen
erlaubt und welche verboten sind (,grtine”
und ,rote” Bereiche"). Aullerhalb dieser beiden
Bereiche — in einem ,gelben” Bereich — kann
es dabei bleiben, dass auch die Einwilligung
Datenverarbeitungen legitimieren kann, wenn
gesetzgeberisch die Voraussetzungen fur
tatsachlich selbstbestimmte Entscheidungen
getroffen werden.

Um ,grine’, ,rote” und ,gelbe” Bereiche abzu-
grenzen (Ampelkonzept), bieten sich — kumu-
lativ —folgende Malinahmen an:

Formulierung expliziter Erlaubnisfalle innerhalb
und auRerhalb der DSGVO — gesetzgeberisch
klare Entscheidungen fur gesellschaftlich er-
wunschte Datenverarbeitungen;

eine Konkretisierung der berechtigten Inter-
essen nach Artikel 6 Abs. 1T Buchstabe f DS-
GVO;

ein Blacklisting gesellschaftlich inakzeptabler
Datenverarbeitungen entsprechend § 3 UWG;

ein ,gelber” Bereich, bei dem es neben den
weiteren Rechtfertigungstatbestanden auch
bei der einwilligungsbasierten Verarbeitung von
personenbezogenen Daten bleibt. Hier muss
der Gesetzgeber aber die Voraussetzungen
fur tatsachliche Selbstbestimmung schaffen.

Die neu vorgeschlagene Gesetzessystematik
des Ampelkonzepts eroffnet dariber hinaus die
Maoglichkeit, das bislang in Wissenschaft und
Praxis vernachlassigte Verhaltnis zwischen Art. 9
und Art. 6 DSGVO aufzulosen. Zwar ist Art. 9 DS-
GVO de lege lata als lex specialis gegenuber Art. 6
DSGVO konzipiert, entfaltet jedoch keine tatsach-
liche Verdrangungswirkung. Ganz im Gegenteil
muss bei einem Rechtfertigungsgrund nach Art.
9 DSGVO stets auch ein Rechtfertigungsgrund
nach Art. 6 DSGVO einschlagig sein (EuGH Rs. C
667/21). Dasselbe gilt fir eine Sekundarnutzung
nach Art. 6 Abs. 4 DSGVO. Art. 9 DSGVO enthalt
aber z.T. Rechtfertigungsgriinde, die hinter den
Voraussetzungen des Art. 6 DSGVO zuruckbleiben
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(z.B. Art. 9 Abs. 2 lit. e DSGV0), sodass de lege
lata gerade kein ausreichender Schutz sensibler
Daten besteht.

Gleichzeitig fuhrt die Aufspaltung in zwei ver-
schiedene Erlaubnistatbestande gerade fur
Mischdatensatze und Zweifelsfalle (z.B. mit
mittelbar gesundheitsrelevanten Daten wie
Ernahrungsgewohnheiten, die auf einen pathol-
ogischen Zustand hinweisen kdnnen) zu grofler
Rechtsunsicherheit und Praktikabilitatsproble-
men. Die Normenkonzeption des Art. 9 DSGVO
zeigt weder Vollstandigkeit noch bildet die Norm
die individuellen und systemischen Risiken
ab, die mit der jeweiligen Datenverarbeitung
einhergehen.

Es sollten daher Verbots- und Erlaubnistat-
bestande geschaffen werden, die auch tatsach-
lich und nicht nur auf dem Papier ein hohes
Schutzniveau fur Betroffene gewahrleisten und
gleichzeitig mehr Rechtssicherheit in die Praxis
tragen. Differenziert werden muss dabei zwar
weiterhin zwischen besonderen Kategorien und
anderen personenbezogenen Daten, es kann
allerdings fur kein Datum pauschal festgestellt
werden, ob es sich um ein solch sensibles Da-
tum handelt oder nicht, da Daten kontextabhan-
gig zu sensiblen Daten werden konnen. Die
individuellen und systemischen Risiken einer
Datenverarbeitung mussen daher bereits bei
der Formulierung von Erlaubnistatbestanden
und bei der Abwagungsentscheidung sehr viel
starker berucksichtigt werden.

2. Reformvorschlag

Vor diesem Hintergrund hat die Arbeitsgruppe
den folgenden Vorschlag zu einer gesetzli-
chen Neufassung von Artikel 6 und 9 DSGVO
entwickelt.

Rechtmdfigkeit der Verarbeitung

(1) Die Verarbeitung ist rechtswidrig, wenn sie
unter Anhang 1 dieser Verordnung fallt.

(2) Die Verarbeitung ist rechtmaRig, wenn sie
unter Anhang 2 dieser Verordnung fallt oder
mindestens eine der nachstehenden Bedingun-
gen erfullt ist:

a)Die betroffene Person hat ihre Einwilli-
gung zu der Verarbeitung der sie betr-
effenden personenbezogenen Daten fur
einen oder mehrere bestimmte Zwecke
gegeben;

b)die Verarbeitungist fir die Erfillung eines
Vertrags, dessen Vertragspartei die bet-
roffene Person ist, oder zur Durchfihrung
vorvertraglicher Mallnahmen erforderlich,
die auf Anfrage der betroffenen Person
erfolgen;

c)die Verarbeitung ist zur Erfillung einer
rechtlichen Verpflichtung erforderlich, der
der Verantwortliche unterliegt;

d)die Verarbeitung ist erforderlich, um leb-
enswichtige Interessen der betroffenen
Person oder einer anderen naturlichen
Person zu schutzen;,

e)die Verarbeitung ist fur die Wahrnehmung
einer Aufgabe erforderlich, die im offen-
tlichen Interesse liegt oder in Austbung
offentlicher Gewalt erfolgt, die dem Ver-
antwortlichen Ubertragen wurde;

f) die Verarbeitung ist zur Wahrung der
berechtigten Interessen des Verant-
wortlichen oder eines Dritten erforderlich,
sofern das berechtigte Interesse des
Verantwortlichen oder eines Dritten die
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Grundrechte und Grundfreiheiten der be-
troffenen Personen Uberwiegt, wobei den
Grundrechten und Grundfreiheiten von Kin-
dern ein besonderes Gewicht zukommt. Im
Falle sensibler Daten [tbd: Definition in Art.
4 DSGVO einzufligen], ist ein erhebliches
Uberwiegen des Verarbeitungsinteresses
erforderlich.

g)Die Verarbeitung wird zur Wahrung eines
anerkannten berechtigten Interesses i.S.v.
Anhang 3 vorgenommen und der Ver-
arbeitung stehen keine besonderen Einzel-
fallumstande entgegen.

(3) Absatz 2 Unterabsatz 1 Buchstabe f und g
gelten nicht fur die von Behorden in Erflllung ihrer
Aufgaben vorgenommene Verarbeitung.

(4) Die Mitgliedstaaten konnen spezifischere
Bestimmungen zur Anpassung der Anwendung
der Vorschriften dieser Verordnung in Bezug
auf die Verarbeitung zur Erfullung von Absatz 2
Buchstabe ¢ und e beibehalten oder einfihren,
indem sie spezifische Anforderungen fur die
Verarbeitung sowie sonstige Mallnahmen prazis-
er bestimmen, um eine rechtmaliig und nach
Treu und Glauben erfolgende Verarbeitung zu
gewahrleisten, einschlielllich fiir andere besonde-
re Verarbeitungssituationen gemaf Kapitel IX.

(5) Die Rechtsgrundlage fir die Verarbeitungen
gemald Absatz 2 Buchstaben ¢ und e wird fest-
gelegt durch

a)Unionsrecht oder

b)das Recht der Mitgliedstaaten, dem
der Verantwortliche unterliegt.

Der Zweck der Verarbeitung muss in
dieser Rechtsgrundlage festgelegt oder
hinsichtlich der Verarbeitung gemaf
Absatz 2 Buchstabe e fur die Erflllung
einer Aufgabe erforderlich sein, die im
offentlichen Interesse liegt oder in Aus-
ubung offentlicher Gewalt erfolgt, die dem
Verantwortlichen Ubertragen wurde. Diese
Rechtsgrundlage kann spezifische Bes-
timmungen zur Anpassung der Anwend-
ung der Vorschriften dieser Verordnung

enthalten, unter anderem Bestimmungen
darUber, welche allgemeinen Bedingun-
gen fur die Regelung der RechtmaBigkeit
der Verarbeitung durch den Verantwortli-
chen gelten, welche Arten von Daten
verarbeitet werden, welche Personen bet-
roffen sind, an welche Einrichtungen und
fur welche Zwecke die personenbezo-
genen Daten offengelegt werden drfen,
welcher Zweckbindung sie unterliegen,
wie lange sie gespeichert werden dirfen
und welche Verarbeitungsvorgange und
-verfahren angewandt werden durfen, ein-
schlieBlich MalRnahmen zur Gewabhrleis-
tung einer rechtmalig und nach Treu
und Glauben erfolgenden Verarbeitung,
wie solche fur sonstige besondere Ver-
arbeitungssituationen gemalf Kapitel IX.
Das Unionsrecht oder das Recht der Mit-
gliedstaaten mussen ein im offentlichen
Interesse liegendes Ziel verfolgen und in
einem angemessenen Verhaltnis zu dem
verfolgten legitimen Zweck stehen.

(6) Beruht die Verarbeitung zu einem anderen
Zweck als zu demjenigen, zu dem die personen-
bezogenen Daten erhoben wurden, nicht auf
der Einwilligung der betroffenen Person oder
auf einer Rechtsvorschrift der Union oder der
Mitgliedstaaten, die in einer demokratischen
Gesellschaft eine notwendige und verhalt-
nismalige MalRnahme zum Schutz der in
Artikel 23 Absatz 1 genannten Ziele darstellt,
so berucksichtigt der Verantwortliche — um
festzustellen, ob die Verarbeitung zu einem
anderen Zweck mit demjenigen, zu dem die per-
sonenbezogenen Daten urspringlich erhoben
wurden, vereinbar ist — unter anderem

a)jede Verbindung zwischen den Zwecken,
fur die die personenbezogenen Daten
erhoben wurden, und den Zwecken der
beabsichtigten Weiterverarbeitung,

b)den Zusammenhang, in dem die per-
sonenbezogenen Daten erhoben wurden,
insbesondere hinsichtlich des Verhalt-
nisses zwischen den betroffenen Per-
sonen und dem Verantwortlichen,
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c)ob durch die Umsténde der Verarbeitung
oder den Verarbeitungskontext, den In-
formationsinhalt des Datums oder den
Empfanger der Daten erhebliche Risiken fur
die Grundrechte und Grundfreiheiten der be-
troffenen Person oder unserer Gesellschaft
herbeigeflihrt werden,

d)die moglichen Folgen sowie konkreten
Auswirkungen der beabsichtigten Weiter-
verarbeitung fur die betroffenen Personen,

e)das Vorhandensein geeigneter Schutz-
malnahmen, wozu Verschllsselung oder
Pseudonymisierung gehoren kann.

(7) Ist die Verarbeitung zu einem anderen Zweck
mit demjenigen, zu dem die personenbezogenen
Daten ursprunglich erhoben wurden, vereinbar,
so ist die Weiterverarbeitung zu diesem anderen
Zweck zulassig.

Anhang 1: Verbotsfille

(1) Soweit keine gesetzliche Verpflichtung zur
Datenverarbeitung fur den Verantwortlichen oder
Auftragsverarbeiter besteht, ist eine Verarbeitung
personenbezogener Daten zu folgenden Zwecken
stets rechtswidrig:

a. Profiling bei Kindern und Jugendlichen
unter 18 Jahren zum Zwecke der Verh-
altensbeobachtung oder der direkten Wer-
beansprache;

b. eine Verarbeitung zum Zwecke einer nach
den Richtlinien 2000/43/EG, 2000/78/EG,
2004/113/EG und 2006/54/EG unzulassi-
gen Diskriminierung;

c. die Verarbeitung zum Zwecke der De-Ano-
nymisierung, es sei denn

eine vorherige Anonymisierung
wurde als lediglich voriibergehende
Malinahme durch den Verantwortli-
chen vorgenommen, oder

eine De-Anonymisierung erfolgt allein
zur Entwicklung, Verbesserung oder

Evaluierung einer Anonymisierung-
smalinahme, oder

die De-Anonymisierung ist notwen-
dig, um lebenswichtige Interessen
des Betroffenen oder einer anderen
naturlichen Person zu schutzen,
oder

die De-Anonymisierung wird
durch das Unionsrecht oder das
Recht eines Mitgliedsstaats er-
laubt, sofern zugleich angemess-
ene Mallnahmen zum Schutz der
Rechte und Freiheiten des Betroff-
enen vorgesehen sind;

d.die Verarbeitung von Daten, zu denen

sich der Verantwortliche unter Umgehung
von technischen und organisatorischen
Malnahmen Zugang verschafft hat;

.die Verarbeitung von Daten, die sich der

Verantwortliche verschafft hat durch
irreflhrende, aggressive oder andere
unlautere Praktiken, insbesondere durch
eine Gestaltung und Organisation von On-
line-Schnittstellen, die nach Artikel 25 der
Verordnung (EU) 2022/2065 rechtswidrig
ist;

. die Verarbeitung personenbezogener

Daten durch einen Verantwortlichen
auf der Grundlage einer vermeintlichen
Einwilligung der betroffenen Person,
obwohl der Verantwortliche weil3 oder
vernuinftigerweise wissen kann, dass die
betroffene Person oder ein Dritter infolge
dieser Verarbeitung erheblichen Schaden
erleiden wird, und der Verantwortliche
nicht vernunftigerweise annehmen kann,
dass die betroffene Person ihre Einwilli-
gung erteilt hatte, wenn sie dieses Risiko
vorhergesehen hatte;

g.die Ubermittlung personenbezogener

Daten an einen Dritten oder die Forderung
bzw. wesentliche Erleichterung der Ve-
rarbeitung personenbezogener Daten
durch einen Dritten, obwohl der Verant-
wortliche oder Auftragsverarbeiter weil%
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oder vernunftigerweise wissen kann, dass
der Dritte durch diese Verarbeitung seine
Pflichten gegentber der betroffenen Person
in erheblichem Mal3e verletzen und dadurch
voraussichtlich erheblichen Schaden verur-
sachen wird.

(2) Dem Hersteller eines datenverarbeitenden
Systems ist es untersagt, einem Verantwortlichen
oder Auftragsverarbeiter ein datenverarbeitendes
System anzubieten oder bereitzustellen, wenn
er in Kenntnis des Umstandes handelt, dass der
Verantwortliche oder Auftragsverarbeiter bei der
Nutzung des datenverarbeitenden Systems dat-
enschutzrechtliche Pflichten gegenuber der bet-
roffenen Person verletzen wird oder verletzen will.

(3) Der Kommission wird die Befugnis tbertra-
gen, delegierte Rechtsakte gemal Artikel 92
zu erlassen, um die in Anhang 1 Abs. 1 stets
rechtswidrige Verarbeitung personenbezogener
Daten im Einvernehmen mit dem Europaischen
Datenschutzausschuss zu andern, weitere stets
rechtswidrige Verarbeitungen hinzuzufiigen oder
einzelne Verarbeitungen zu streichen. Fur die
AusUbung der Befugnisubertragung gilt Art. 92
Abs. 6 DSGVO.

Anhang 2: Erlaubnisfille

1) Vorbehaltlich geeigneter SchutzmalRnahmen
fUr die Grundrechte und die Interessen der betrof-
fenen Person ist die Verarbeitung personenbezo-
gener Daten zu folgenden Zwecken stets zulassig:

a. die Verarbeitung und die Weiterverarbeitung
bereits erhobener personenbezogener Dat-
en zu im offentlichen Interesse liegenden
Archivzwecken;

b. die Verarbeitung und die Weiterverarbeitung
bereits erhobener personenbezogener Dat-
en zu statistischen Zwecken;

c. die Verarbeitung und die Weiterverarbeitung
bereits erhobener personenbezogener Dat-
en zu historischen Forschungszwecken;

d. die Verarbeitung und die Weiterverarbeit-

ung bereits erhobener personenbezoge-
ner Daten zu im offentlichen Interesse
liegenden anderen wissenschaftlichen
Forschungszwecken;

e. die Verarbeitung erfolgt, damit der Verant-
wortliche oder die betroffene Person die
ihm bzw. ihr aus dem Arbeitsrecht, dem
Recht der sozialen Sicherheit oder des
Sozialschutzes erwachsenden Rechte
ausuben und seinen bzw. ihren Pflichten
nach dem Unionsrecht oder dem Recht
der Mitgliedstaaten nachkommen kann;

f. die Verarbeitung erfolgt zum Schutz
einer natdrlichen Person vor erheblicher
Vernachlassigung oder vor erheblicher
korperlicher, geistiger oder seelischer
Schadigung oder zum Schutz lebens-
wichtiger Interessen der betroffenen
Person oder einer anderen naturlichen
Person und die betroffene Person ist aus
korperlichen oder rechtlichen Grinden
aulBerstande, ihre Einwilligung zu geben;

g. die Verarbeitung erfolgt auf der Grundlage
geeigneter Garantien durch eine politisch,
weltanschaulich, religios oder gewerk-
schaftlich ausgerichtete Stiftung, Verein-
igung oder sonstige Organisation ohne
Gewinnerzielungsabsicht im Rahmen
ihrer rechtmaligen Tatigkeiten und unter
der Voraussetzung, dass sich die Verar-
beitung ausschlieRlich auf die Mitglieder
oder ehemalige Mitglieder der Organisa-
tion oder auf Personen, die im Zusam-
menhang mit deren Tatigkeitszweck
regelmalige Kontakte mit ihr unterhalten,
bezieht und die personenbezogenen Dat-
en nicht ohne Einwilligung der betroffenen
Personen nach aulen offengelegt werden;

h.die Verarbeitung erfolgt zur Geltendma-
chung, AusUbung oder Verteidigung von
Rechtsanspriichen oder bei Handlungen
der Gerichte im Rahmen ihrer justiziellen
Tatigkeit;

i. die Verarbeitung erfolgt auf der Grundlage
des Unionsrechts oder des Rechts eines
Mitgliedstaats, das in angemessenem



Verhaltnis zu dem verfolgten Ziel steht, den
Wesensgehalt des Rechts auf Datenschutz
wahrt und angemessene und spezifische
Malnahmen zur Wahrung der Grundrechte
und Interessen der betroffenen Person vors-
ieht, aus Grunden eines erheblichen offentli-
chen Interesses;

j. die Verarbeitung erfolgt fur Zwecke der Ge-
sundheitsvorsorge oder der Arbeitsmedizin,
fur die Beurteilung der Arbeitsfahigkeit des
Beschaftigten, fur die medizinische Diag-
nostik, die Versorgung oder Behandlung im
Gesundheits- oder Sozialbereich oder fir die
Verwaltung von Systemen und Diensten im
Gesundheits- oder Sozialbereich auf der Grun-
dlage des Unionsrechts oder des Rechts eines
Mitgliedstaats oder aufgrund eines Vertrags
mit einem Angehorigen eines Gesundheits-
berufs;

k. die Verarbeitung erfolgt aus Grunden des
offentlichen Interesses im Bereich der offen-
tlichen Gesundheit, wie dem Schutz vor
schwerwiegenden grenzuberschreitenden
Gesundheitsgefahren oder zur Gewabhrleis-
tung hoher Qualitats- und Sicherheitsstan-
dards bei der Gesundheitsversorgung und bei
Arzneimitteln und Medizinprodukten, auf der
Grundlage des Unionsrechts oder des Rechts
eines Mitgliedstaats, das angemessene und
spezifische Mallnahmen zur Wahrung der
Rechte und Freiheiten der betroffenen Per-
son, insbesondere des Berufsgeheimnisses,
vorsieht;

|. die Verarbeitung erfolgt fur die Zwecke des
Trainings, des Testens oder des Finetun-
ing von KI-Modellen oder KI-Systemen, die
den Anforderungen der Verordnung (EU)
2024/1689 genugen, wenn

1. das Trainieren, das Testen oder das
Finetunen nicht in der Verantwortlich-
keit eines Gatekeeper nach der Verord-
nung (EU) 2022/1925 vorgenommen
wird

2. das Trainieren, das Testen oder das
Finetunen mit bereits erhobenen Daten
im Bestand desjenigen, in dessen Ver-
antwortung das Training, Testen oder
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Finetunen erfolgt und

3. das KI-Modell oder das KI-System
einem gemeinwohlorientierten
Zweck dient.

(2) Der Kommission wird die Befugnis Ubertra-
gen, delegierte Rechtsakte gemald Artikel 92
zu erlassen, um die in Anhang 2 Abs. 1 stets
zulassige Verarbeitung personenbezogener
Daten im Einvernehmen mit dem Europaischen
Datenschutzausschuss zu andern, weitere
zulassige Verarbeitungen hinzuzufligen oder
einzelne Verarbeitungen zu streichen. Der
Kommission wird die Befugnis ubertragen,
den Begriff des offentlichen Interesses und
der Gemeinwohlorientierung zu bestimmen
und Datenverarbeitungen festzulegen, die un-
ter diese Begriffsbestimmung fallen. Fur die
AusUbung der BefugnisUtbertragung gilt Art. 92
Abs. 6 DSGVO.

Anhang 3: Anerkannte Berechtigte
Interessen

(1) Ein anerkanntes berechtigtes Interesse liegt
vor, wenn personenbezogene Daten zu einem
der folgenden Zwecke verarbeitet werden und
der Verarbeitung nicht ausnahmsweise Einzel-
fallumstande entgegenstehen:

a. die Verarbeitung erfolgt als Reaktion auf
eine Katastrophe im Sinne des Artikels 4
Nummer 1 der Verordnung 1313/2013;

b.die Verarbeitung erfolgt zur Betrugs-
bekampfung oder als MalRnahme der
Sicherheit der Verarbeitung nach Artikel
32 dieser Verordnung oder zur Sicher-
stellung des ordnungsgemalien Funk-
tionierens von Geraten, IT-Systemen oder
Infrasturktur;

c. die Verarbeitung erfolgt zur Gewabhrleis-
tung der Netz- und Informationssich-
erheit (z.B. Verhinderung unbefugten
Zugriffs oder von Cyberangriffen) sowie
der Verhinderung der missbrauchlichen
Nutzung von Diensten oder Systemen
(z.B. Erkennung von Bots der Spam);
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d.die Verarbeitung erfolgt zur Meldung
rechtswidriger Aktivitaten oder Gefahren fr
die offentliche Sicherheit an Behorden;

e. die Verarbeitung erfolgt zur Gewahrleistung
von Arbeitssicherheit und Arbeitsschutz;

f. die Verarbeitung erfolgt ausschlieRlich zur
Durchfuhrung von Prozessen der Personal-
gewinnung oder der nachhaltigen Qualitats-
sicherung;

g.die Verarbeitung erfolgt, um personenbezo-
gene Daten innerhalb einer Unternehmens-
gruppe fur interne Verwaltungszwecke,
einschliellich der Verarbeitung personen-
bezogener Daten von Kunden und Bes-
chaftigten, zu Ubermitteln;

h. die Verarbeitung erfolgt zur Durchflhrung von
Audits oder Compliance-Prifungen;

i. die Verarbeitung erfolgt innerhalb einer Or-
ganisation, die keine gewerblichen Zwecke
verfolgt, zu Zwecken der Dokumentation der
Tatigkeit der Organisation oder der Tatigkeit
der Mitglieder oder zu Zwecken der Willens-
bildung innerhalb der Organisation oder zur
Kommunikation der Mitglieder innerhalb der
Organisation oder mit Dritten;

j. die Verarbeitung erfolgt innerhalb von
Bildungseinrichtungen oder zwischen An-
gehorigen der Bildungseinrichtungen oder
deren Erziehungsberechtigten zu Zwecken
der Gewahrleistung der Funktionsfahigkeit
des Unterrichts oder zu Zwecken der Kom-
munikation zwischen Angehdrigen der Bil-
dungseinrichtungen oder deren Erziehungs-
berechtigten.

(2) Der Kommission wird die Befugnis Ubertragen,
delegierte Rechtsakte gemal Artikel 92 zu erlas-
sen, um die nach Anhang 3 einem anerkannten
berechtigten Interesse unterliegende Verarbeitung
personenbezogener Daten im Einvernehmen mit
dem Europaischen Datenschutzausschuss zu an-
dern, weitere zulassige Verarbeitungen hinzuzufu-
gen oder einzelne Verarbeitungen zu streichen. Fur
die AusUbung der BefugnisUbertragung gilt Art. 92
Abs. 6 DSGVO.

3. Einordnung

Nachfolgend findet sich eine zusammen-
fassende Ubersicht der Vor- und Nachteile
des Vorschlags zur weiterfihrenden Di-
skussion.

Vorteile

Der Anwendungsbereich der Einwilligung
bedarf einer Einengung. Statt es Uberwie-
gend dem Betroffenen selbst zu Uberlas-
sen, ob und wie er — durch eine Einwilligu-
ng — seine Personendaten stltzt, bedarf
es klarer roter Linien.

Die vorgeschlagenen Verbots- und Erlaub-
nislisten fuhren zu einer Verengung des
Anwendungsbereichs der Einwilligung.
Hierdurch wird der Weg geebnet flr eine
wahrhaftig ,informierte Einwilligung” von
Betroffenen.

Die Verbote markieren klare rote Linien, die
auch durch eine Einwilligung nicht durch-
brochen werden konnen. Gleichzeitig er-
moglicht die Positivliste eine effektivere
und rechtssichere Datennutzung.

Nachteile

Dies erfordert eine grundlegende system-
atische Reform der DSGVO durch klare
Verbotslinien und Erlaubniszonen fur per-
sonenbezogene Daten.

Der Klarstellungscharakters des Anhang 3
(Liste der anerkannten berechtigten Inter-
essen) konnte als redundant oder verwir-
rend empfunden werden.
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